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(d) If, after consulting with officials 
specified in paragraph (c) of this sec-
tion, the NARA Privacy Act Appeal Of-
ficial determines that your appeal 
should be rejected, the NARA Privacy 
Act Appeal Official will notify you in 
writing of that determination. This no-
tice serves as NARA’s final determina-
tion on your request to amend a 
record. The letter to you will include: 

(1) The reason for the rejection of 
your appeal; 

(2) Proposed alternative amend-
ments, if appropriate, which you may 
accept (see 36 CFR 1202.78 for the proce-
dure); 

(3) Notice of your right to file a 
Statement of Disagreement for dis-
tribution in accordance with § 1202.82; 
and 

(4) Notice of your right to seek judi-
cial review of the NARA final deter-
mination, as provided in § 1202.84. 

(e) The NARA final determination 
will be made no later than 30 workdays 
from the date on which the appeal is 
received by the NARA Privacy Act Ap-
peal Official. In extraordinary cir-
cumstances, the NARA Privacy Act 
Appeal Official may extend this time 
limit by notifying you in writing be-
fore the expiration of the 30 workdays. 
The notification will include a jus-
tification for the extension of time. 

§ 1202.82 How do I file a Statement of 
Disagreement? 

If you receive a NARA final deter-
mination denying your request to 
amend a record, you may file a State-
ment of Disagreement with the appro-
priate system manager. The Statement 
of Disagreement must include an ex-
planation of why you believe the record 
to be inaccurate, irrelevant, untimely, 
or incomplete. The system manager 
will maintain your Statement of Dis-
agreement in conjunction with the per-
tinent record. The System Manager 
will send a copy of the Statement of 
Disagreement to any person or agency 
to whom the record has been disclosed, 
only if the disclosure was subject to 
the accounting requirements of 
§ 1202.60. 

§ 1202.84 Can I seek judicial review? 
Yes, within 2 years of receipt of a 

NARA final determination as provided 

in § 1202.54 or § 1202.80, you may seek ju-
dicial review of that determination. 
You may file a civil action in the Fed-
eral District Court: 

(a) In which you reside or have a 
principal place of business; 

(b) In which the NARA records are lo-
cated; or 

(c) In the District of Columbia. 

Subpart F—Exemptions 

§ 1202.90 What NARA systems of 
records are exempt from release 
under the National Security Exemp-
tion of the Privacy Act? 

(a) The Investigative Case Files of 
the Inspector General (NARA–23) and 
the Personnel Security Case Files 
(NARA–24) systems of records are eligi-
ble for exemption under 5 U.S.C. 
552a(k)(1) because the records in these 
systems: 

(1) Contain information specifically 
authorized under criteria established 
by an Executive Order to be kept secret 
in the interest of national defense or 
foreign policy and 

(2) Are in fact properly classified pur-
suant to such Executive Order. 

(b) The systems described in para-
graph (a) are exempt from 5 U.S.C. 552a 
(c)(3), (d), (e)(1), and (e)(4)(G) and (H). 
Exemptions from the particular sub-
sections are justified for the following 
reasons: 

(1) From subsection (c)(3) because ac-
counting for each disclosure could re-
sult in the release of properly classified 
information which would compromise 
the national defense or disrupt foreign 
policy. 

(2) From the access and amendment 
provisions of subsection (d) because ac-
cess to the records in these systems of 
records could result in the release of 
properly classified information which 
would compromise the national defense 
or disrupt foreign policy. Amendment 
of either of these series of records 
would interfere with ongoing investiga-
tions and law enforcement or national 
security activities and impose an im-
possible administrative burden by re-
quiring investigations to be continu-
ously reinvestigated. 

(3) From subsection (e)(1) because 
verification of the accuracy of all in-
formation to the records could result 
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in the release of properly classified in-
formation which would compromise the 
national defense or disrupt foreign pol-
icy. 

(4) From subsection (e)(4)(G) and (H) 
because these systems are exempt from 
the access and amendment provisions 
of subsection (d), pursuant to sub-
section (k)(1) of the Privacy Act. 

§ 1202.92 What NARA systems of 
records are exempt from release 
under the Law Enforcement Ex-
emption of the Privacy Act? 

(a) The Investigative Files of the In-
spector General (NARA–23) system of 
records is eligible for exemption under 
5 U.S.C. 552a(k)(2) because this record 
system contains investigatory material 
of actual, potential or alleged criminal, 
civil or administrative violations, com-
piled for law enforcement purposes 
other than within the scope of sub-
section (j)(2) of 5 USC 552a. If you are 
denied any right, privilege or benefit 
that you would otherwise be entitled 
by Federal law, or for which you would 
otherwise be eligible, as a result of the 
record, NARA will make the record 
available to you, except for any infor-
mation in the record that would dis-
close the identity of a confidential 
source as described in 5 U.S.C. 
552a(k)(2). 

(b) The system described in para-
graph (a) of this section is exempt from 
5 U.S.C. 552a (c)(3), (d), (e)(1) and (e)(4) 
(G) and (H), and (f). Exemptions from 
the particular subsections are justified 
for the following reasons: 

(1) From subsection (c)(3) because re-
lease of disclosure accounting could 
alert the subject of an investigation 
about the alleged violations, to the ex-
istence of the investigation and to the 
fact that they are being investigated 
by the Office of Inspector General 
(OIG) or another agency. Release of 
such information could provide signifi-
cant information concerning the na-
ture of the investigation, resulting in 
the tampering or destruction of evi-
dence, influencing of witnesses, danger 
to individuals involved, and other ac-
tivities that could impede or com-
promise the investigation. 

(2) From the access and amendment 
provisions of subsection (d) because ac-
cess to the records contained in this 

system of records could inform the sub-
ject of an investigation of an actual or 
potential criminal, civil, or adminis-
trative violation, of the existence of 
that investigation; of the nature and 
scope of the information and evidence 
obtained as to his/her activities; of the 
identity of confidential sources, wit-
nesses, and law enforcement personnel; 
and of information that may enable the 
subject to avoid detection or apprehen-
sion. These factors would present a se-
rious impediment to effective law en-
forcement where they prevent the suc-
cessful completion of the investigation, 
endanger the physical safety of con-
fidential sources, witnesses, and law 
enforcement personnel, and/or lead to 
the improper influencing of witnesses, 
the destruction of evidence, or the fab-
rication of testimony. In addition, 
granting access to such information 
could disclose security-sensitive or 
confidential business information or 
information that would constitute an 
unwarranted invasion of the personal 
privacy of third parties. The amend-
ment of these records could allow the 
subject to avoid detection or apprehen-
sion and interfere with ongoing inves-
tigations and law enforcement activi-
ties. 

(3) From subsection (e)(1) because the 
application of this provision could im-
pair investigations and interfere with 
the law enforcement responsibilities of 
the OIG or another agency for the fol-
lowing reasons: 

(i) It is not possible to detect rel-
evance or need for specific information 
in the early stages of an investigation, 
case or matter. After the information 
is evaluated, relevance and necessity 
may be established. 

(ii) During an investigation, the OIG 
may obtain information about other 
actual or potential criminal, civil or 
administrative violations, including 
those outside the scope of its jurisdic-
tion. The OIG should retain this infor-
mation, as it may aid in establishing 
patterns of inappropriate activity, and 
can provide valuable leads for Federal 
and other law enforcement agencies. 

(iii) In interviewing individuals or 
obtaining other forms of evidence dur-
ing an investigation, information may 
be supplied to an investigator, which 
relates to matters incidental to the 
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